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Data Clean Rooms for sensitive data collaboration



THE PROBLEM WE SOLVE: DATA COLLABORATION DECENTRIQ

Collaborating on sensitive data comes with many challenges.
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L - made accessible at all times

Control Efficiency
Keeping control over the use of % Setting-up compliance reviews
the data and legal contracts

Private and public organizations need a solution to effectively and securely
share sensitive data.



DECENTRIQ

Decentriq provides a solution poised to solve the
future of data collaborations with Data Clean Rooms
powered by confidential computing and differential
privacy.
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Healthcare, Media & Advertising, Retail and Public
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HOW DECENTRIQ FITS IN DECENTRIQ

Secure data collaboration Privacy filtering

k-Anonymity

Confidential Computing Synthetic Data

Differential Privacy




HOW TO ACHIEVE COMPLIANT DATA SHARING DECENTRIQ

DECENTRIQ

Data owner O
Data Clean Rooms

() Sensitive email data 'S Decentriq's platform offers the most
SQL Coordinator intuitive and secure data clean rooms
— 5 Logic for compliant analytics in SQL, Python,

and R.
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Seamlessly set up data clean
rooms and rapidly enable data
collaborations with unlimited
stakeholders on a global scale.



https://www.youtube.com/watch?v=Rv19rsz4XvA

Decentrig guarantees

Thanks to confidential computing, users have unprecedented guarantees

@

No one can see your
data

Data owners are in full
control over their data

End-to-end
verifiability no need to
trust anyone

Trust

Control

Privacy




PROVEN COMPLIANCE AND SECURITY DECENTRIQ

5 Compliance 5 Security
@ GDPR Assessment » Decentriqg successfully passed multiple
security audits, reports available on
' ' Data Protection Agency approval request.
' ' ' « Decentrig underlying technology,
‘ . Data Protection Agency ongoing review confidential computing, is currently
deployed in production in various public
o Data Protection Agency approval and private organizations
@ @ Confidential computing helps protect German AR | Buncesministrim
Electronic Patient Records, including sensitive ‘
patient and health information.*

*https://www.intel.com/content/www/us/en/newsroom/news/intel-sgx-protects-german-electronic-patient-records.html#gs.n2tgth
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Nikolas Molyndris

nikolas.molyndris@decentrig.com

www.decentrig.com
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